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Abstract 

This study clarifies that blockchain cannot replace the strategic value of trusted 

intermediaries, despite sufficient technological advancement for its implementation. 

Given the progress expected in the future, this study assumes that blockchain can 

implement various commitment devices for communication explored in the information 

design literature, without disclosing their details to anonymous record keepers. By 

considering revelation incentives explicitly, we show that substituting the verification 

task of players' pre-owned private signals with a trusted intermediary can reduce 

transaction costs in liability, which cannot be achieved non-judicially by blockchain. 

Hence, trusted intermediaries play a significant role in executing information design 

through blockchain. 
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Owing to recent advancements in new technologies such as blockchain, various 

institutional devices related to mechanism design, contract design, and information design 

are expected to be securely operated in a non-judicial manner. Matsushima (2019) showed 

that any state-contingent side-payment contract can be executed in a self-enforcing 

manner without the aid of trusted intermediaries, by broadcasting a simple combination 

of an escrow transaction and a redistribution transaction to a public blockchain. Moreover, 

by incorporating smart contracts with zero-knowledge proof technologies such as zk­

SNARK.s (Zcash On Ethereum), or, more substantially, by exploring secret contracts to 

address privacy concerns (Enigma), we can expect an information design device 

(Bergemann and Morris, 2019; Kamenica, 2019) to be enforceable by storing the 

corresponding program with secrecy in the blockchain. Thus, transaction costs can be 

drastically reduced in the future, because the legal proceedings originally conducted by 

trusted intermediaries can be reduced significantly. 

This study clarifies that it is still difficult to replace a certain aspect of judicial 

procedures with blockchain in spite of sufficient technological progress. Specifically, 

from the viewpoint of information design, we show the importance of the role of 

intermediaries as follows. We regard information design as a commitment device for 

communication among multiple players ( economic agents, business parties), which 

collects their pre-owned private signals and then recommends to each player the action 

that he/she should select as partial information about this signal collection. Importantly, 

the action recommendation to each player will be unknown to the other players for the 

time being. This secrecy has a significant effect in terms of incentivizing each player to 

obey the action recommendation (Bergemann and Morris, 2013, 2016). 

When dealing with real data such as private signals, we need to convert such data 

into digital data. Correctly entering these signals into the program is an inevitable issue 

in many situations from the viewpoint of players' revelation incentives, because this 

conversion cannot be automated by knowledge-based digital technologies. However, the 

literature on Bayesian persuasion and information design generally assumes, as the 

benchmark, that players can make a pre-commitment to translate their signals into action 

recommendations correctly, thereby ignoring the above-mentioned incentive issue in 

revelation. 
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This study explicitly considers this incentive issue as follows. Suppose that private 

signals are verifiable and that each player is forced to verify his/her private signal to the 

other players when converting it into digital data. In this case, the entire body of private 

signals becomes common knowledge among the players before they make action 

selections. Thus, the secrecy is lost, which makes the information design device 

meaningless. 

Therefore, to take advantage of information design, players should not carry out this 

verification task until they complete their action selections. However, when players only 

carry out this task ex-post, we should have an additional penalty scheme to incentivize 

each player to make a truthful revelation ex-ante. This penalty would increase the 

transaction (opportunity) costs through liability limitation. 

This study points out that trusted intermediaries play an important role in avoiding 

the above-mentioned difficulty in taking advantage of information design. Suppose that 

players hire an intermediary and substitute him/her for the verification task; the 

intermediary is trusted so that according to their request, he/she will force each player to 

verify his/her private signal as unknown to the other players. In this case, each player can 

receive the action recommendation without knowing the details of the other players' 

private signals. With such secrecy, the players obey their action recommendations more 

easily than without it. 

Blockchain is a new ledger technology for recording transactions and data securely 

in a tamper-proof manner. Beyond the role of supporting cryptocurrencies such as Bitcoin 

(Nakamoto, 2008; Bohme et al., 2015), blockchain is expected to play the role of a 

platform on which various smart contracts are programed, stored, and executed to create 

new businesses in a non-judicial manner (Narayanan et al., 2016; Tapscott and Tapscott, 

2016). Moreover, blockchain can be applied to a wide range of network and market 

designs such as supply chains (Mao et al., 2018; Vyas et al., 2019) and energy markets 

(Mengelkamp et al., 2018). However, blockchains are under development and they still 

need to overcome various shortcomings such as low scalability, high electricity 

consumption, and lack of privacy. Above all, ensuring privacy should be regarded as the 

most important requirement for a blockchain to become a powerful platform for 

implementing various devices of institutional design (Cong and He, 2017). 
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With the steady evolution of cryptographic technologies for ensuring privacy, it has 

become possible for blockchain record keepers to validate the correctness of transactions, 

data, and programs without knowing the details of these contents in many situations. 

Hence, we expect that such technological progress will enable information design to 

inform each player only about partial information exclusively. As these technological 

advancements will be incorporated in the future, this study assumes full secrecy so that 

various information design devices can be implemented through blockchains. 

Matsushima (2019) investigated the impact ofblockchain technology on real-world 

economic governance and showed that blockchain facilitates harmful cartelization 

because it is a non-judicial mechanism without reputation considerations, whereby the 

blockchain record keepers tend to validate the correctness of a transaction without 

checking whether its purpose is legal. By contrast, an intermediary is trusted and he/she 

is likely to decline any request of delegation whenever the purpose is determined to be 

illegal, because he/she is averse to reputation loss. This study demonstrates another aspect 

of the importance of trusted intermediaries that cannot be delegated to blockchain from 

the viewpoint of information design. 

Mathevet et al. (2019) investigated the possibility that the commitment device in 

information design is replaced by enforcement through players' reputation in their long­

term relationship. By contrast, this study assumes that each player does not know about 

the other players' concerns regarding their own reputations and hence ignores the 

reputation effect on business parties. Meanwhile, players know that the intermediary is 

extremely concerned about his/her reputation and he/she is thus motivated to work in 

accordance with the players' requests of delegation once accepted. 

Hence, without the aid of such intermediaries, each player has to deposit a monetary 

amount as escrow by converting it into cryptocurrency in the same manner as Matsushima 

(2019), and this deposit is considered as a penalty to prevent himself/herself from 

cheating. This escrow deposit acts as the player's barometer that indicates the degree to 

which it is difficult for him/her to cooperate with the other players from the viewpoint of 

limited liability. This study shows that the aid of an intermediary reduces the need for 

such escrow deposits. 

The seminal study by Kamenica and Gentzkow (2011) introduced the basic concept 

of information design in the Bayesian persuasion problem, where an informed sender 
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This study clarified the role of third-party, trusted intermediaries in partnerships with 

regard to privacy protection by considering highly developed blockchain technology. 

When multiple players who cannot trust one another attempt to execute a joint venture by 

using commitment devices of information design, substituting the ex-ante verification 

task of the players' private signals by a trusted intermediary has a significant effect on 

lowering the transaction costs by saving the players' escrow deposits, because this task 

cannot be replaced with blockchain. Therefore, to use blockchain in establishing a 

business, it can be assumed that intermediaries play a significant complementary role 

regardless of the degree of technological progress ofblockchain. 

Previous studies in the information design literature have intensively considered 

benchmark cases under the assumption that players can commit to entering their pre­

owned private signal to the program truthfully while ignoring incentives in revelation. In 

contrast to these studies, the present study explicitly considered this incentive issue and 

then showed the importance of the role of intermediaries. This result opens up the 

possibility of applying the concept of information design to real economies while 

simultaneously highlighting its limitations. 

This study explicitly considered revelation incentives in information design to 

demonstrate that converting real data into digital ones cannot be automated by 

knowledge-based technologies. We then showed that trusted intermediates play a 

significant role in complementing the automation by blockchain. This discovery makes a 

significant contribution not only to relevant research fields but also to society; for a 

blockchain to support the creation of new business successfully, its technological progress 

alone is not enough, and an effort to establish appropriate institutional conditions from 

the strategic viewpoint, such as trusted intermediations, is essential. 

Throughout this study, we only considered a weak implementation, in that obeying 

action recommendations can be supported by an equilibrium; there may exist another 

equilibrium according to which some players disobey action recommendations. Hence, 

the investigation of a strict (unique) implementation that eliminates such unwanted 

equilibria remains as important future research. This is beyond the scope of this study. 
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